Cyber Threat Intelligence Integration Center

Vision: A federal cyber community informed and enabled to anticipate, mitigate, and counter foreign cyber threats to US national interests

Mission: Build understanding of threat to inform decision-making by federal cyber centers, departments and agencies, and policymakers.

» Integrate information from network defense, intelligence, and law enforcement communities; facilitate information-sharing; lead
community analysis of cyber threat; support interagency planning to develop whole-of-government approaches against cyber

adversaries
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